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Abstract—Reversible logic is emerging as an important research area having its application in diverse fields. Reversible circuits can be used in the fields of low-power computation, cryptography, digital signal processing, communications and the emerging field of quantum computation. Regardless of the eventual technology adopted, testing is sure to be an important component in any robust implementation. A new approach for automatic conversion of any given reversible circuit into an online testable circuit that can detect online any single-bit errors, including soft error in logic block is described in this paper.

Keywords—Reversible logic; parity preserving reversible gates.

I. Introduction

Possibility of nearly energy-free computation is the primary motivation for the study of reversible circuits. Power dissipation is an important factor in VLSI design. Combinational logic circuits dissipate heat in an order of $kT_\ln$ joules for every bit of information that is lost, where $k$ is the Boltzman constant and $T$ is the operating temperature [1]. Information is lost when the input vector can not be uniquely recovered from its output vectors. Reversible logic circuits naturally take care of heat since in a reversible logic every input vector can be uniquely recovered from its output vectors and therefore no information is lost. According to [2] zero energy dissipation would be possible only if the network consists of reversible gates. Thus reversibility will become an essential property in future circuit design. Synthesis of reversible logic circuits differs from the combinational one in many ways [3]. Firstly, in reversible circuit there should be no fan-out, that is, each output will be used only once. Secondly, for each input pattern there should be a unique output pattern. Finally, the resulting circuit must be acyclic. Any reversible gate performs the permutation of its input patterns only and realizes the functions that are reversible. If a reversible gate has $k$ inputs, and therefore $k$ outputs, then we call it a $k \times k$ reversible gate. Any reversible circuit design includes only the gates that are reversible. In a reversible circuit, the outputs that are not used as primary outputs are called garbages and the input lines that are set to constants are termed as constant inputs. An efficient design should keep the number of garbage outputs to minimum. Parity checking is one of the widely used error detection mechanisms in digital logic and data communication systems.

This is because most of the arithmetic functions is not parity preserving. If the parity of the input data is maintained throughout the computation, no intermediate checking would be required [4]. A sufficient requirement for parity preservation of a reversible circuit is that each gate be parity preserving [4]. In this paper I introduce a method by which we can test parity preserving reversible circuit and not parity preserving reversible circuit.

II. Reversible Logic Circuit:

Reversible circuit is composed of reversible gates that there is a one-to-one relationship between its inputs and outputs. A gate is reversible if the Boolean function it computes is bijective. If a reversible gate has $k$ input and output wires, it is called a $k \times k$ gate. A circuit is reversible if all gates are reversible and are interconnected without fun out or feedback. If a reversible circuit has $n$ input and output wires, it is called an $n \times n$ circuit.

The fan-outs and feedback paths are not permitted in reversible logic.

Definition 1:

A reversible gate is a $k \times k$ gate, if it has $k$ inputs and $k$ outputs (Haghparast, 2008).

Definition 2:

If the output is not used for future computations, the output is said garbage output (Haghparast, 2008).

A. Basic Reversible Gates

There exist many reversible gates in the literature. Among them $2 \times 2$ Feynman gate (FG) [5], $3 \times 3$ Peres gate (PG) [6], $3 \times 3$ Toffoli gate (TG) [7], and $3 \times 3$ Fredkin gate (FRG) [8], have been studied extensively. Because of their simplicity and quantum realization cost there are design approaches and tools that incorporate them separately or in combination with each other.

B. Parity preserving reversible gate

The gate is a parity preserving reversible gate if and only if satisfy the follow equation. For example the equation for a reversible $3 \times 3$ gate is: $1 \oplus 1 \oplus 1 = 0 \oplus 0 \oplus 0$.

Fig 1. Some well-known reversible logic gates.
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III. Proposed Testing Method

The proposed testing method will test a reversible circuit through a control line and detect any single bit error. This method is very simple to design so we need not invest much time to design a tester circuit with this method. And any type of reversible gate such as conservative gate, parity preserving gate or any other type of reversible gate can be tested with this method. After all of the line connected in a single line with XOR gate TC which is tester input signal will be calculated for that particular logic.

\[
TC = I_1 \oplus I_2 \oplus \ldots \oplus I_n \oplus O_1 \oplus O_2 \oplus \ldots \oplus O_n
\]

Now observe tester output signal (Z). If Z is equal to one then error detected.

For parity preserving reversible circuit only connect all input and output to a control line with XOR gate and initial value \( TC = 0 \). And expected output 1 for any single error. But at that stage we have to consider control line may be faulty so if there is fault to control line then it allows shows not faulty. If such doubt we check with initial value \( TC = 1 \) also; and expect 0 for arise any single error in circuit.

It will done because of parity preserving concept. So mathematically control output Z must be

\[
TC \oplus A \oplus B \oplus C \oplus P \oplus Q \oplus R = 0
\]

Where, \( TC = 0 \)

For error free condition

Else error detect.

And \( TC \oplus A \oplus B \oplus C \oplus P \oplus Q \oplus R = 1 \)

Where, \( TC = 1 \)

For error free condition

Else error detect

\[
TC = \emptyset
\]
After fixing initial value TC with function we can join all the input and output in a single line by XOR operator. Then if there is any single error testing output will be high else low and for initial value TC it will be versa. And for any doubt about correctness of control line, pass initial value both TC and TC'.

It is clear that in parity preserving circuit we have not calculate this TC because it will always low for the circuit itself is parity preserving; no need of extra calculation.

Define Tester Signal in another circuit:

<table>
<thead>
<tr>
<th>A</th>
<th>B</th>
<th>C</th>
<th>A'B</th>
<th>A'B'C</th>
<th>TC</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>0</td>
<td>0</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>0</td>
<td>1</td>
<td>0</td>
<td>1</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>0</td>
<td>1</td>
<td>1</td>
<td>0</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>1</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>1</td>
<td>0</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
</tbody>
</table>

TABLE4. TRUTH TABLE OF NOT PARITY PRESERVING REVERSIBLE PERES GATE

TABLE5. TRUTH TABLE OF NOT PARITY PRESERVING REVERSIBLE RQCA GATE

<table>
<thead>
<tr>
<th>A</th>
<th>B</th>
<th>C</th>
<th>A'B</th>
<th>A'B'C</th>
<th>TC</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>0</td>
<td>0</td>
<td>1</td>
<td>0</td>
<td>1</td>
</tr>
<tr>
<td>0</td>
<td>0</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>0</td>
</tr>
<tr>
<td>0</td>
<td>1</td>
<td>0</td>
<td>1</td>
<td>1</td>
<td>0</td>
</tr>
<tr>
<td>0</td>
<td>1</td>
<td>1</td>
<td>0</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>1</td>
<td>0</td>
<td>0</td>
<td>1</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>1</td>
<td>0</td>
<td>1</td>
<td>0</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>1</td>
<td>1</td>
<td>0</td>
<td>0</td>
<td>1</td>
<td>0</td>
</tr>
<tr>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
</tbody>
</table>


iv. Conclusion

This is very good method to construct online testable reversible circuit through a single testing line only by which we can detect any single bit error. Any type of reversible gate including parity gate, not parity gate and conservative logic gate can be testable through this approach. Not only that any large circuit which have no testable feature can be converted into a circuit with online testable feature with this method. We also considered the problem in which local communications as faulty control line. We can design test circuit and connect with all input and output to test parity preserving reversible circuit and not parity preserving reversible circuit.
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